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Interpretation of ISO/IEC 17825-2016 on Testing Methods for the
Mitigation of Non-Invasive Attack Classes against Cryptographic Modules
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Abstract: It is an effective means to protect data privacy and security from cryptographic modules, so the security
evaluation of cryptographic modules has attracted much attention in recent years. Non-invasive attack mitigation
technology is one of the security indicators of cryptographic modules. This paper studies and interprets ISO/IEC 17825-
2016 based on GM/T 0083-2020, and mainly explores the correlation between non-invasive attack methods and security
functions, basic test items and processes, pass/fail test indicators, mitigation techniques, etc. It is expected to provide some
reference for relevant personnel to understand the standard and its test methods, as well as the security design, application
and evaluation of the cryptographic module.

Keywords: non-invasive attack, mitigation techniques, side channel attack, cryptographic module

39204-2022 ({5 B 7 4 AR S (E B IRl % 4
k) FE AT RS B
g B ST (R ) A PR DA R RS LRI, TR S R A B A AR 3

51

[

OSBRI G, 2022411 ATH, BATTCBIT  EZAREII, ATl ARME6T0 . ISO/NECHRHETT .

EEWH: AXZPEREMEFOHEORA “BHAED " B2 2T AT R (RA%F: 2022CQC18-6Z) ¥ Hr.
EE RIS RRer, TRIF, SlEE0, AR myEEE i Ea g B 54 B0 PR AnAaE

WRiEAR, MRk AW,
W, R TR,
VR, TAZIF

87



- FRAETEAT - bn

B 20234 74

RELEEE S A, FLEHNEEIERR,
Bk o) SN S o U 1 E A3l B T

B AR () SRR A A, AR N R
T B AR i A B A W B LAY
BIREN 1, A RS A AR TN
MRS F AR, A rh AL & T AR R () B SR, 1S0/
IEC 19790:2012F1GB/T 37092-2018HF R L ik
HeRi iz SR, | s A A RS,
LD — MR E RS gl B
— TR I 55 R R R S I A A A B A
PREEDRE AR | AF 55— AR A, AR A R AR
JE A 2 4 B RA HI o AN R e 4 S5 2 (W 54
YY) INITEARL R TR AR L UL B
Hesdg 4 BSRAHCHREDD: ISO/IEC 19790:2012, GM/
T 0028-2014, GM/T 00392015, ISO/IEC 24759-
2017, GB/T 37092-2018%%, X Leprifi hffu & 7k
UNCE LG TN YN S W Y Rl D RS S
BOR o R BRI T MR R R
UV a4 B DTSR TR SR R I . %
T ABE Pz ARE R 42 A S D, 2 BERAN T L
3 5 S B A R AR R U 28 A R AR SR R T
B it o X2 3G AR, TR B
F RS TAE AR S 0 Re A T,
KUE B AR B A i a iy AR AR Rt 22
R AR

1 FRERRIE

HTHEBBREREGTMFAISO/IEC
19790:2012H 4% 42 S P} 35% . 494 ER . TSO/TEC
17825:201645E L E T AR 42 APETCH: 28 fi ik 35
PR STISO/EC 19790 HLAE (1922 2T REM e,
ISO/TEC 17825K FIARY IR Jr i 545 T Sk L A %%
M RTEE M ASE T S

ISO/IEC 17825:201641 7% 173 43 H BN 61
WA AR R AT A T 1, R T
PR AR R o 4563 B i F B i 3 AR A )
Bk, 2020412 H28 HE R & 6545 1 R & A T GM/T
00832020, iZAnAERLE T 7 FH E ™ i FH R 1 3 1

88

Rl AR B R ik ML AR
1.1 ENBREEH E SR PR LR
TR B3 4 VT A B AR 4 L% 2T g
BT YE | I B, R BB R (93 AR 2
Y B A AR L o, SHRAMTIGE (TA) | e
BAMTICE (SPA) | TR BAHLRE ST Tl (SEMA) |
EoRE Rt (DPA) | R HTIGE (EMA)
462 o B R AR S S B, X B R B e
Tk, 2R A BRI R T Z 6 5" 1SO/EC
17825:2016H XX JLAIE AR et 2% fiie i 1
B T AR
F1 EBNEREFESZEEERXEER

GM/T 0083 R AN ZE B SEBAR KT FE
AR Tk
WMERY 22 4 TfE TEEF AT (BB AHT| HRRE S
Uit Yok | MGk
G SM4 peRji] i H &
i A GM/T 0001 i G H &
[0y 7411) SM2 1% i iEH
GRES SM9 i i G
AR R SM3 i i H &
ISO/IEC 178257 i R A ENRENBESERAKX T FiE
AR Tk
(AR Sl DPA/
SPA/SSEMA | oy TA
o AES i G H ih
oy 3DES i@ WA | A
Stream Ciphers id H i H iE
Plain RAS (key E & EH
Wrapping ) = =
RAS KPCS #1 . . .
xR V15 i H i H T
W RASKROSELL kamm | s |
DSA pudjil i i
ECDSA BB} i H i ]
WAL SHA A3 i iEH
RNGHI Deterministic Sl i i
RNG deteljr(:lrilr:istic AL G &
ﬁﬁ?f HMAG EH | E | A
AR i AEH | AEH
MILAb IR A % i ] W | AEH
RS IR LA i AEH | AEH
T DLC i A | AiEH
IFC i AEH | AEH
R S S AW | A | A
PAER B | PIN/Password & & & FH
R Key ANER | RS | S
ML YIS i AEM | EH




2023, No.7

STANDARD SCIENCE

- Evaluation and Analysis on Standard -

TIPH) SEH” BRE L RYRER S % Flix st
RA T, “RER” BRE L ENRAESZ
R
1.2 EENEHFEREAR

VAT AT A o o R G I % R B 8 5 4 (R IE 25 B
WERARZIEAR AL SR ISO/TEC 17825
FGM/T 0083141t H 2 PEAR 24 AR =R AT
TR AR A AR, BE 7RI SR A e 2 95 L
BAPTIEAR R EGE e ), B IEAE BT R0 S it
W BEOR BT 0 19 1 B R DR M 1R APE T . T
F10) 3 A J TR DA AR AR B T 1k DA 2 el A e ) ]
U5 8., KA~ Py A 85 s A B i) CSP
(AR SH) J& B AN R a0 S i
WG R R T JRAE AR I, WA Ry 2 i A e
FrAe it #g, ANEEE A JEAR R BGER anRlic s
P EAE RS CSPAETEMR IR OC R B B

Einc]

v

Bbt = BT

REHEL X5 25
A8 % B9 AT B 1) £ S

BT A/ R AT

REBETRERM
SRR K H5 AR X

PAT —K E e E/ WH AT

AT AT B B

A 4
MK & W

UUREVET R

B1 AKX ENHIEZRE

AR 2, WA R AR A 7 ik 3 ok i

e SRR B 22 4 PR e, REAR YR R AT TA
SPA/SEMA . DPA/DEM A4 # B b (4 46470 BE 1 )
o B THEAR AT i HEZR, A 5
N7 2442 B P R A 0 o B PR A T o )
iR U: Mico—architectural TA. Markov SPA . Adress—
bit DPA, FEMDPALCE ", TSI TTA.,
SPA/SEMA . DPA/DEM A" 28 i 45 A 3t 375 7
F2~41 7o
1.3 T BB Ryt R i

P2 11 st 2 ot A4 it Vs o T S R T 40 oA 7R A B
B SB—Br B, MR JLANAS R CSP AN 22 SCA B A
A ) o SR ) o/ e 2 AT S ) S OR [Rl C S P
BAT W A G2 AR G, IR Ak 4k 221258 — By
B 500, 5 20 55 B BE, 1 R TR (X BA SC A
[ % (19 CSPREAT I/ fife 2 45 o an SR/ gk 2 B 1Y

i)

v

18 1 7R B 8 52 4 K A A A B % 49 S
A SR AR 3R L A AT B 1R

v

PAT it o A MR AR PATIT ) 5 X
BEA B ZN AT B AR

AL B EARMME

MF RE L Afe—ANE R X4
A BB PAT B 1)

v

AT St 9 — i A B AT B
) 55 SR R A R

AL B EARMME

\ 4
MK, &

EUREE Re

E2 R o HEdGit RS iRiEE

89



- FRAEVEAR -

L W

2023F7H

SHAT B 5] 5 7B S 2 PRI JEHA 88 19 40 2 A
W st A, PRI AR B A T ]
LA S0, 7t 00 2 B A e e
W e VR A . eI (SIS PRI 1)
ToRIT:, QI |< & ABEST, WA A

A A9 725 % R 4 43 7 80 77— R, LA
58 S0 S5 ARSI B M1 2, 6 R 2
HABGE TSR AT, AR 5777 — B sl s g
i R

ki

v

EE X VS & 3 FUFEEeRUlR i

v

xFHEAMIAZERN FAE, A XXX
B89 77 R AR M 4G & 77

RXABRIARE fe
RILHLN o 45 4 7] 3 i Hedp
ES - £ 33

A 4
PR

QUSRS

B3 EPEE/ ARG RREE

LS SR RIE X 5
F MG 18y &

!

12 AR B B BAT F S R A4
oy xR AE, JF LIt ST Rk

FRILRT HRER

| it s ey F A |

A at T B H AL AL 4Gt 4 L
RS

| MK A g

| RUREE i |

B4 ZoRER/R#ES TGN REE

90

1.4 EBEER/BEA T EDR

TRT B Rl b/ e 1 43 BT 230 0 3k 7 L 3
o B, MR 9280 % N RIS T 2 A YR e
F A B A2, i A 8 A TS0 8 i 1o /2 T
RS FR T, R[] % 42 290 1 B R, R
S AR 1) AVES B AR R 2R . Ho, o4
(30 B (6, o 58 SUSEI06 1 7 T R i R 45 4 T
Bl 38 XSIE T o 2R A R A O
Ve, #5058 SUOEH T BRI 5 e e A S B
$EABRAErE S, TR R i e
1.5 EEER/BHA T ENR

2 4B ek /R 4 BT R S AR 4L
8, MR R4 -5 X IO U 22 4 e 20 T
VU0, S o L B X L A S B AR X
R LR AT WL FE . SRJFTFEISNR (5L | 75
SNR A% HE 4785 B PR EL A7, DU %
7 A R, P A A 0 0 A T e
(BT . T AT Welch R, 415 Rl — i) 5
VB (9 T W B M RS ), DUDIA kA7 e i L
S BT AT (0 5 AR AE B MR, B B AT
(1 2R X SE RSN R AT 75 TE A

Gt i s LR O A 7o A T8 B0 B4
KA TFAE, IO T4 2 18] 170 A 3 U
B BB AR, SO TR IR AR
VR4 T 1 5 0 e 6 o I 2 S [
ATHh T, ZEISO/IEC 17825H A 45 HERSA . AES
3 o A B S, 8530, RN CSPRTEAR A I
X T R :, BEHITLZ R Welch vy, 4
YRS AN R R 5 A 7 7 K
1 PR [F (B 4 5 B fr

V1S (1 4 0 U8 0 R PR o, 1A AR [ CSP
S S ) B 4 S T TR e, L1
ITal, #5388 5 7O BN %0 B TE 7, /3%
A 2% 5 3 Ao 0 5 o5 ) 0 B 9 R AR
LA, BA AT IR MR, 753 5 5 T 25
B BERE99.9999% %} N T-C=4.5, ta] L1714
TSI T RE £ B — S R, T LA
B R Welch th i ; 20K IMA T LIES—&
Bea, XTSI, AT 2R,



2023, No.7

STANDARD SCIENCE

- Evaluation and Analysis on Standard -

URH A X AN ) 2 8 g it o 000 3 7 A PRTIR
fit FHPIASAS [R50 45 o A6 2047 e i i i, Al
S 28 I B A ol IS — & B 3 {1 Py £ 30 A7 3k
55 K BB I A WA, ZH IR 2 ., AR
2RSSR, T HAT AN ST 1Y
Welch thif, HrA FBARERARFIE, 1, .
Moy o fRFRE BNBERRIEZE, Na Ny,
RFEFLARBRIKN, 8L W AT I

2 FENERE ERRE S/ R AL iE R

X T A SR 3 M 4 9% T EAE 1S O/1EC
1782545 i AL 2 MR 101 5, A [R] %5 26 % iy 38 3
i PR IGEE AR AR, R A ) 3 2 R S B
() . 47 P (R P 2 500 . B0 ) T Ak B (e X
FrL BB | MR RS A G EDR R

Hir 2 dE AR B Z M HoR, . kA

(ia, — i5,) S 4 5 S HR | BLIERT I AR | B3R
h="=— PR | BbcHoR | S0 H AW e ey
94, | 98, PESR AR i, ZEGMIT 0083202045675 15 47
Na, ~ Np, AR IR
R L IR )7 ST, B S CHER I
£, HIWEE S04 S VR IR TG, BTEL 3 4 9B

FRHINICV (JA— 28] J5 22 ) #4722 s B 1 it

BUGTY
7% il

FEAAR X Tl G2 figp B AR I 2 A A B 22
SRR A — ), R L e AE 3R 4

T4t
\ 4 v
g (1) ik (482)
[ |
v v v v
F &A1 F4%B1 F A2 F4%B2
U fe Oy i H Upe Op HH U Oy i H U pFe O,y
| | | |
v v
tHT, HHT,

& A S B TiA= T,
38 >C

P

3R it

A 4

DUREE ¢

E5 GgitFRiIREREE

91



- FRAEVEAR -

L W

2023F7H

9515

IEATAE AR S BGE A E AR IR 2 P

R 7 ke G IR T AR i 22 I T RNRE 1, O T
WA AR & e — i 5 THOR SRR, ISO/TEC
1782545 1 I8 7 32 AN 8 56 4 PR IE 25 i A B
[ 2R YN S W& A (EPES (TB R R =Wl I TaT e o

(1]

2]

[3]

4]

92

R T AL B b o IR T HE AR X 22
AR, B A AU I AR AR T 1S0/
IEC 17825-2016F1GM/T 0083-2020%5 1 i) 32 fifi A
BT = 2 PR BRI T, AR PR

SE 0k

E i B B R, E AR 2 512, GBIT
392042022, fF E AR S E IR Bt 2
FRS).

R G Tk A, FREB R T RELRR () ). 15
BHASGhrfElk, 2019(04):52-55.

Kusumah R M I T, Andriawan Y. Implementation of
cryptography module security certification based on SNI ISO/
IEC 19790: 2012-security requirements for cryptography
module[C]//2019 international seminar on intelligent technology
and its applications (isitia). IEEE, 2019: 216-221.
rhi A BN [ A0 A B JR).GM/T 00832020, A%
RERAE AR I R AR TR RAS]. Lot hERREL AR
1,2020.

Information technology — Security techniques — Testing

methods for the mitigation of non—invasive attack classes

against cryptographic modules: ISO/IEC 17825-2016.

[6]

(7]

8]

[10]

Wit > J I A A A S IE AT S A L],
H515 824, 2020,42(08):1836-1845.

Ding A A, Chen C, Eisenbarth T. Simpler, faster, and more
robust t—test based leakage detection[C]// International
workshop on constructive side—channel analysis and secure
design, 2016: 163-183.

Becker G, Cooper J, Demulder E, et al. Test vector leakage
assessment (TVLA) methodology in practice[C]/ International
Cryptographic Module Conference, 2013: 1001-1013.

Bhasin S, Danger J-L, Guilley S, et al. NICV: normalized inter—
class variance for detection of side—channel leakage[C]// 2014
International Symposium on Electromagnetic Compatibility,
Tokyo, 2014: 310-313.

ILEETE, JAAME, X4kl RE BT M. JEat: Bl
Jizit. 2010.



